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(1) SECRETARY OF STATE FOR FOREIGN AND COMMONWEALTH AFFAIRS
(2) SECRETARY OF STATE FOR THE HOME DEPARTMENT
(3) GOVERNMENT COMMUNICATION HEADQUARTERS
’ (4) SECURITY SERVICE -
(5) SECRET INTELLIGENCE SERVICE

WITNESS STATEMENT OF GCHQ WITNESS

LGGiQme%,DeputyDﬁmm&ieGomCmﬁmﬁms [
(GG{Q),HMM&HMMMGWMWELSAXMMM

1) Iam Deputy Director Mission Policy at GCHQ. In thatrole, I am responsible for drawing
up the operational policies &lntm\derpmGCHQ'sinmﬂigemegaﬂwﬁngacﬁviﬂea and for
msumsﬂmtuuyanémphadwmulmequinﬁmhmsmm.hwmg
previously savedasDepntybmypredemwnIhawwmhdferGCHQinavaﬂetyof
roles since 1997. .

2) Lam anthorised to make this witness statement on behalf of GCHQ, M and SE5 (“the
Agencies”), Hummbd&ﬁsmmﬁmudﬂ:hmyownkmwle@mdmmm
the best of my knowledge and belief. Where mattets are not within my own knowledge

.they are based upon documentation made available to me and from discussions. with

others within both GCHQ and also MI5 and SIS,

3) Immmmmm&wm,mm&mmm&wmm
"&esé_prchdh@b&ee&mﬂEtsafegmdnpr&uibedhy&eqﬂUhthe Tele2
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6)

" Sverige/Watson and others case could and should =pply to the Agencies’ BCD and BFD
. regimes. ‘ ) ' '

Ww%mmﬁ@mhﬂ&hﬁt@i@mmmﬁvaw

_domnmntspageandpangraphmmbembelmmrefe:ermmmmadﬁhm

hmmmmyﬂmmebyﬂmAgumofbqudatEmdudingBCDanqu@mﬂy

involves complex analysis achieved by runming iferative queries over muitiple data

sources to discover individuals, organisations and networks that pose threats to-national

© security. T}ﬂsaﬂalydsmtbemdlmwdatapmwimhwouldbemmphteiy

unachievable if it were necessary for quéries to be subject to prior independent
authorisation. The auitcome would be the effective crippling of capabilities which David
AnﬂemeChaaremgxﬂsedasthMgommﬂmhddgmﬁmnﬂym&edismpﬁonof

terrorist operations and, ﬂmgh.thnt:hmupmalmstmtainlyﬂmsavk\gofﬁv&

TheabiﬁtymamComxﬁcaﬁanahandﬁnlkPmale—mdrﬁﬂmﬁy,&m
alﬂﬁty‘mammchdntauﬁﬂsﬁigwmpkxmdmpmted-matspeed—is
fundamental to the ability of the Agencies to identify and manage threats, to progress
investigations quickly and conduct the array of operational work with which they are
Insked.ﬁﬂsbulkdatamuhhsedonadaﬂjrbasmandisofupmt_ lance to provide
ﬂm!apes&yo(mfotmhmohwhmhlheAgamiesopemﬁahﬂm!ﬁMmpthmxy
uudSmmiymModemdemwpmnusngmmﬂexmbdedasBxhithCHQé),
Intelligence and Security Committee of Parliament noted (page 32):

”Ituesmuﬂdﬂmtﬂmdgwmm m'mmmwmmdabout
identifying individuals who are responsible for threats, it is about finding thooe thréats in the first
place. Targeted techniques only work on “mown” trreats: bulk techmniques (which themsetves

involve a kgﬂnfﬂmgmmgmm!ﬂfﬂm&mmmmﬂm‘
threats”

The Agencies’ investigative and operational activity covers a broad spectrum. The
approach o investigation or opérations will therefore be quite different depending upon
the scenario. In consequence, ﬂ\eusesmadeofbulkdama;ealmvezyvmed.mm
msesﬂwiﬂbeusedbexpandmmtdmsmmdmgofmﬂmﬁmdmdiﬁdmhoﬂmﬁm
emphasis will be on filtering subsets of the bulk data according to fragmentary
information in order to attempt to identify an individual, an drgandsation or a network.

g kxaﬂc&cmmes&mAgaﬂeaﬁJBympectﬂmobﬂgaﬁmmlmﬂmmﬂsmmm

pdmwwhatismmmynwipmpmhmhe.ﬂmmﬂlemﬁueofﬁmhdmnlmd
procedural safeguards to ensure that the tests of necesslty and proportionality can be met
will vary, in light of the differeat aims of the activity and uses of the dats, and as
appropriate to the particular type of request.

The method the Agericies utilise to undertake this work routinely invelves a complex
array of sinmltaneons or consecutive steps each of which will inwvelve accessing one or
meshing of data which would not be pessible through a specific, targeted and linear
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IDENTIFY: This is the process by which initial ‘seed’ information is analysed and
devdopedmﬁnepoinfwhemithcl&rthatﬂmuekag.apqm&lhﬂmﬂstﬂmba
pwsﬂﬂsmdidamformihnmgsmagmtwaimofmpmblemelﬁgmm
. m&ﬁngcmu&requbmmmmmw‘mdfﬁlhmaﬁonmymﬁommywhm

opensbume(amadaiﬁingmpmmbﬂﬁyﬁorméc&vﬂy,uy};ahmht&poﬁ;w '

dah&bmadzedmdh;hﬁomﬁnn&umafmégnﬁnimpam.ﬂuﬂ;dmismat
&ﬁssﬁgemmepmmdmyofmqbeomofﬂ)em{ymmdhﬁm&mavaﬂame
to the Agencies, - -
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d) NetworkAmlysis;uﬁsisahecBndng-bmedpmcessbywiﬁchmfomﬁﬁmis

gathered from interception to develnpundtanthoftthénﬁzannmﬂo

.pmﬁdémmmmmpmddmmdmmmeﬁmmopmﬁmmg.m -
bulk interception process. ; '

e) quge-mmpﬁodusaﬁm-atan'mgesmmmpsmmmmmmmamm

pﬁnﬁﬁﬂﬁmde&eAgmﬂmhﬁuﬂhg&eaugmﬁmﬁmmL
analytic, human or other collection resources. '

17) Bach of Ehese stages - Identify, Understand and Act - may involve both single and
jterative searches of individual or multiple datasets depending on the irvestigative ox
operational requiréments. For example, a piece of 'séed" information mdy need £ be run
against multiple datasets held on several different systems with fie results of initial
mrchesenabﬁngﬂnmﬁmmmﬂoffur&mquﬁiﬁ'wiﬁtﬂ:eaimdboﬁlﬁmﬁfymg
legitimate leads and eliminating false trails and dead ends. Queries of bulk data can
hmmmdeMMuanMmmﬂ
address) and bespoke quieries desighed by expert anafysts to undertake complex analysis
ofdaﬁsehhimpmnewampluhmﬁgaﬂwwopmﬂmmlmﬂmtm
queﬁmwmo&mmdmbenmatspeedagﬂmtpowﬁanyfaﬂmﬁtgopaaﬁmal -
sifiuations, such as terrorist attack plarming ox hostage situations. All staff with access to
mmmmdmmmemgappmpﬂmm&mmmey
wmumdemungmdmeamdmyhavemgivmmmmmgm'&w
importarice of using accéss to data in the most proportionate marmer.

1@mqumsmwm,mchmmmmamm
of bulk data, both bulk scquisition and bulk pérsonal data, and noted that “alfernabives:
spould bé slower, [ess comprehensive or more intrusive. - The value of accurate information,
obinined at speed, is considernble” [85.54d]

7 Im}hmﬂmamlycomludadonbulkmquislﬁm[&&ﬂ]

a) Bulk acquisition hias been demonstrated to be crucial in a variety of flelds, including
prwidemmpleshwhidlhulkacqlﬂdﬂmmmraigxﬁﬁmrﬂy to the
dimzpﬁnqofmristﬂpﬂaﬁonsﬂ\d.ﬂ:oughﬂutdismpﬁmﬁmtm&yﬂw
saving of lives. .

b) Bulk acquisition is valuable as 3 basis for action in the face of imminent threat, though
its principal utility Lies in swift target identification and dévelopmenit,

¢) TheSIAS ability to interrogate the aggregated data vbtained through bulk acquisition
cannot, at least with currently available technology, be matched through the use of data

) mmmmtmmhmmmmaymmmm
the nse of bulk acquisition. S
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14) On BPD, David Anderson QC noted:

“I have no hesitation in concluding that BPDs are of great utility to the SIAs, The case studies
that I examined provided unequivoral evidence of their vajue. Their principal utility lies in fhe
identification and developmeirt of targets, altiough the wse of BPDs may also enable swift actitn
to be taken to coynier a Hereat. “[§8.33] ' :

Bxisting and alternative safeguards:

15) There currently exists a range of safeguards (with further safeguards coming into effect
under the Investigatory Powers Act 2016 (TPA)). These were considered in detail by the
Tribunal in its first judgment in this matter,

16) The Commissioners have the ability to andit and oversee the Agencies’.use of tools and
databases and establish the basis upon which they operate. In this context it may be
heipﬁﬂmqﬂmﬂwhtmepﬁmafCommmﬁm&mmWsAmﬂRepoﬁfm
2014 (exhibited as Exhibit GCHQY) in which he ssid (§1.6):

“I cant report Huat 1 have full and unvestricted access to all of the information and muterial that I
require, however sensitive, to undertake my review. am in practice given such unrestricted access
and all of ny requests (of which there have been many) for information and aecess to material or
systems m-mm@d.mmﬁdLIhwmmﬁmdmdiﬂ&tuMm:ypuﬂicm&mﬂyw
person in finding out anything m:mmhmmmﬁgmmmﬁmmpmy
function.” |

The willingness and ability of the Commissiorsers to investigate the use by fhe Agencies
of their powers is also iHlustiated by the Interception of Communications Commissioner’s
Review of directions given under section 94 of the Telecommunications Act (exhibited as

Exhibit GCHQB) which the Commissioner himself was able to describe in his letter to the

Prime Minister, included at the front of the published report, as fre”.

17) Given the frequency with which BCD and BPD is required to support the Agencies’
opmﬁnns,ﬂmrquhmtksmndnﬂwmpléxanﬂym,mdlﬁemwwmkatm-
as highlighted by David Andersan's conclusions ~ it is of paramount importance that the
Agencies are gble to access data in an agile way. Introducing additicnal requirements
‘beyond those glready envisaged under the IPA for accesa to this data (such as
independent authorisation by a judicial commissioner or other independent authoriser)
wauld considerably impact-our ability to work at the required pace and to conduct

ential complex analysis - and thereby to carry out our functions and protect national

secuxity.

18) Any independent muthorising by would need to be located in secure premises. It
would be necessary to submit queries electranically (.. by email or through a bespoke
workflow process) to the authorisers. Queriés would need to be accompanied not only
by a statement of necessity and proportionality, but often with additional detail oxt any
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technical complexities of the queries, and potentially withinformatjonan the systems on
which the queries would be nm, ‘including details of the datasets those systems
contained. There would need to be a facility by which the authoriser could ask for
clarification. of any outstanding issues, either through further exchanges of text or
potentially by telephone with the requesting analyst. Giveri the complexity and specialist
mwledgehadmgmthemdmofdahwbeuﬂﬂseiforrequemmbe
independently comsideréd and authorised would likely require either specialist
* knowledge or time for consideration, again impacting on fhe ability to deliver at speed.
This is discussed further in the case studies helow. The whole process would reed to
matmwhﬂe&a@pthpmmﬂymmgmlywedmmd
analysing the results. The independent guthorisers would rieed regular briefing on the
- capabilities whaose use they are authorising. 'I‘lmwﬂlbearequhamentfqrantbmum
to be available 24 houts a day and 365 days a year. It is hard to see how even the slickest
and best respurced operation would not add many hours of delay into cperational work,
and if there were technical problems with the authorising body's systems or
communications work could be severely hampered, The effect would be to critically
‘undermine the abilify of the Agencies to tackle threats to national security by reducing
their overall capacity to pursue investigations, as a result of the additional delay and the
mmhwm&dﬂmﬂdhﬂmmm&e
m&!hldismpﬁmofa&zmtoro&nerwme.

lﬂWeMMMhhﬂmnMMﬁmﬁmﬂnm&
knowledge of the Agencies most sensitive casewark. Certain casework is dealt with on
strict need to know principles fo protect th information and security of opefations;. bulk
data cam, for example, be a vital tool to identify and protect the lives of agehts who often
operate in high risk environments and at personal threat from terrorist groups and highly.
‘capable state adversaries Managing thie security of this information and supporiing
independent authorisers to protect them from targeting by hostile state activities, are
potenhalsigmﬁtantpracﬂcalobshdesﬂ\atwmddneedmbeOvm

m)m:eiatmm&teqmswggasﬁm(hﬂmmmt&nywmmdmmg)&mt
geographical criteria could be applied as a safeguard, this would be very difficult to
undertake. By way of example the sophistication of terrorists and criminals in
communicating over the internet in ways that avoid detection, whether that be thiough
‘the use of encryption, the adoption of bespoke communications systems, or simply the
volume of internet traffic in which they can niow hide their communications makes such
an approacht entirely impracticable in the context of the Agencies’ work. The internet is
now used widely both to recruit terrorists, and to direct terrorist attacks, as well as by
cyber criminals. Imposing such constraints would damage the Agencies’ ability to
safeguard national security at exactly the point when advances in commmmications
technology have increased the threat from terrorists and criminals using the iriternet.

21) The judgment in Tele2 also discusses a mechanism for notifying individuals whose

~ -privacy has been intruded upon. In the context of national security investigations such
an approach could readily highlight those who remaihed under investigation and/or
those to whom it would be undesirable to provide notification of a past or current interest
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22) Such questions highlight both the imptacticality of such safeguards being considered, ns
well s the potential significant impact on the efféctiveness of the Agencies, as they would

mcm&ﬁehﬁngnwayﬁmﬂdoparaﬁonﬂ&mheofupmmﬂmﬁwﬂum
obhﬁpﬂmappmvdforquam,mdnéhgﬂmmmbuﬁqueﬁen,mmmmequmﬁty
of opevationally effective intelligence available io the Agencies, or reduce the level of
assurance dﬁvhg&om&édahwwhﬂl&eyhaﬂmm%whgmmphm
intended to provide context. : .

Examnples and Impact

m)naﬁdmchs&m-qmmmmmmomm&gﬁrmk
Powerg set out a wide range of scenarios and case studies where timely, reliable and
s&mammbu&da?almbmmmmfastmwhgopmﬁm.cmﬁdemga
Wﬁﬁ&h@t&hmﬂﬂmmww&epﬁmmt&e

MIb Examples:

; mepml:tommn&mmvmmmmmmmmwmsﬂmmms

REVIEW)

M)’ﬂﬂséﬂse.studyrelatedmthelmdmmd@asgﬂwaﬁmksinm. Using bulk
wqpiﬂﬁmdnh.lﬁﬁwablebahhﬁshm&hhm&mtﬂmnmperpemmm

mmmammmmm,Mammydmpmmm |

pace enabled MI5 to support the police in responding swiftly to the attacks and to the

threat of further, imminent attacks.

25) It would not have been possible maddeveﬂ:emmkswiﬁtmbhspeed,uﬁng
mgamdqmﬁaa&admmﬁdat_ﬂmﬁnw.whmthh%'mdpoﬁmmhlmm‘
asq:dcﬂympmaibhw}eﬂ:aoﬁmgmchwmimnﬂnmt. Bilal Abdulla was
subsequerttly convicted of conspiracy to murdet and conspiracy o cause explosions
Mybmﬁh,&fmwdhddmwmmm.ﬂ%m
Airport, having set himself alight, e

undettaken to identify the perpetrators and methods used could have hampered thase

tomescales. This would have hiad a knock on effect on MI5's ahbility to carxy out further

analysis and put in place more intrusive activity, and thus MI5’s ability to provide
7 of12 '
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ammﬂmmmmmmm&theaﬁestappmﬁty;ﬂgeogmphid Limits
lmdbeenplaeedonﬂmeseardmbasedmmei:ﬁﬁalouwummmm this might
have affected MI5's ability to connect the two locah‘qmmﬂaenmgtagﬂenmmer.

EXAMPLE 2 - PREVENTION OF BOMB ATTACKS AT NUMEROUS LOCATIONS (FROM THE REPORT OF
THE BULK POWERS REVIEW)

27) In 2010 & network of terrorists comprising groups in Cardiff, London and Stoke-on-Trent
plarmed a series of bomb atiacks at several symbolic locations in the UK, including the
LandonSbocandxmgqumplexmlyﬁsdBCD played a key role in identifying the

network. The task was made particularly challenging by the geographical separation of

the groups. Nine members of the network were subsequently charged and pleaded guilty
to terrprism offences relating to the plot. Bight members of the network pleaded guilty to

mgngﬁ:ghmmimmprepmﬁonfo:moftenmism ; o

28) This required complex analysis of large volmes of data in order o identify the attackers
and understand the links between them in the shortest possible time.

29) huf&gmiﬂepaﬂmtm&mda&fhb&epmcmwmldhnmmﬁdﬂmdehyn&m

could have impacted MI5's ongoing assurance around this significant risk. If the

 acquisition of bulk data was restricted an a geographical basis, MI5 might not have fully

drawn out' the links between the groups, impasking the speed and agility of the
investigation, ‘ |

EXAMPLE 3 PREVENTION OF IRISH DISSIDENT ATTACK (FROM THE REPORT OF THE BULK POWERS
REVIEW) : _ ‘

aﬂ)hﬁﬂaMcase,bulkmquidﬂmdahmnudbﬁoﬂmeyIﬁshdhddm
.mpub!m&.wgsmspecmdﬁmtmnbasot&egxmphndaheﬂyobhﬁndwmu
and fhat their activities were increasing (a common sigri of an attack being imminient).
However, MI5 did not know the date of any proposed attack and the group’s security -
awareness made it difficult to obtain fusther information, :

31) The use of bulk acquisition data identified telephones being used by the group, and
further enabled MI5 to identify previously mitknown members of the group. M5 was
able to increase its coverage of this expanded group. As a result it became aware of a
sudden furthér increase in activity from analysis of the group’s communications activity
:mdMEiudgedhtmatﬂwiumiﬁlthoﬁoeintuﬁmdmdmmedan
32) Any delay in the ability to acquire 4nd carry out analysis.of bulk data in such cases, such
uwmepmdmwﬁwﬁmﬁmmadwnmofwkdmmmwmhm
impeded the pperational effectiveness of MI5 and its ability to understand and react
quickly to.changes in the group's activity.
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EXAMPLE 4: CHILD SEXUAL EXPLOITATION (FROM THE QPERATIONAL CASE FOR BULK PowERs)

33) While this and the following two examples primarily involve bulk communications data
acquired pursuant to watrants issued under RIPA, the principles involved apply equally
m&mmofBCDaqqu&edpumummaDﬁecﬁmmdersﬂéofﬁnTelemmmmﬂm
Act 1984, or to BPD, R ‘ '

34) Iﬁtheshglemnnﬁafﬁprﬂzmﬁ,asamsuhoﬁmﬂmdunfmmhmofbuik data, GCHQ

identified wmmmmm@mﬁmmgmdm

: accessmdminmgmofdﬂdmmﬂteupenweb.misﬁgmﬁmﬂyamp&obmd
does not include access to such images through the dark web,

36) This insight has challenged same of the UK's existing thiking and plans as to.how to
mmmmmm}mamusdﬁ?MGapabﬂiwmmlymmydam
wmmﬂmmwmmysmmpdmmmm@h

m&mﬂmwaﬁmmmmﬁmm&amWﬁmmOmﬂad'
areests made as a result of GCHQ's CSE work. One of those arrested was an individu]

genuine name and address for thé individual, leading to 2 swift srest. The Gttty
pleaded gniltytonmlﬁyledmgm,inehdhlgmmumofeexml abuse, and received a
custodial sentence of over 3 years as a result. .

37) X the acquisition of bulk data were restricted on a geographical basis Hils would sesalfin
afnrlmmmﬂpktmuanﬂwd@mhaseﬁec&ve_mﬂmmd
mhm-mmmdhﬂmmmﬁmsdahhidmﬂfﬁngmmhghdty-
aapbisﬁmhdhmﬁﬁduakmgugedhm}ﬁﬁ@ﬁ.'ﬁﬁmauh&hmp}e,
individyals often use false details to avoid identification and albo use multiple
@mm.Amm,m@mymmmyﬁm



individuals engaged it CSE will be successfully prosecuted. Any notification regime
wuuldhave'ﬂlepomnﬂdwa]mt&msemtcmvicted&mt&wirxﬁﬂﬂesmbdng

EXAMPLE 5; TERRORIST mAmovmas'(mAummusnm&mj

38) There have been mumerous cases mmmo{mmtaﬂachmwhmw
interests are threatened. Examples include the attack on Mumbat in 2008, the attack ona
shoppin_gcmtre'mNairbbiin'MSandﬁeamékinSuume,Tuniﬁa,mmlS.Insndlcam
§t i critical tb undesstand what is going on, who the attackers ave, what their cormand
and control network consists of, and other details of the attack in as close £ real time as
pmﬁemmtﬁmmdhewyhmwdmmmmmwmpabmw

 available to achieve this end is bulk data acquired under RIPA or Telecornmunications
Act powers, or obtained ps BPD.

39) It is not unnsusl when such attacks take place for attackers to abandon all previousty
used conimunications devices shorily beforé launching their attack. For this reason, even
unckemmtwmhmysuchcpmg:wiﬂbemm&xemmrﬁcaﬂmsmstbe
reacquired through target discovery (described inparagraph 12 above).

40) Target discovery may take as its starting point any available information. In some cases
' wuﬁy_bemmmmdh&vﬂduakwhhawhwmmmmmkmggmﬁng
that they are in contact with the attackers ot with those directing the attack. The analysis
of bulk data makes it possible in some circumstances to make lirtks hrough complex
amlyﬁsﬁlatwmmahkmwambﬂﬂxwhowdwhm&em“Mmybe
k:dhﬁmsht.opmwmﬂaﬂ&!etemh&iﬂdmlswhoappearwhavemmsmuy
highlevdofhwwhdgeaboutﬁwamkasitismﬁddﬁ\g,sqggmﬁngﬂut&mymm
direct contact with the attackers or with those directing the attack, The analysis of bulk
data makes it possible insome circunsstances to link such open source indications to other
mnmﬂmﬂmwdamhmedbyhuﬁﬁdudhmdﬁmﬁma&myhpmdﬁem
.identify whe and where they are.

41) Such an approach will require the rurming of dazens if not hundreds of proportionate
and iterative queries over many analytical systems, The queries themselves are unlikely
to consist of simple searches for target identifiers, because those are precisely what we
are seeking to discover. Instead they might well look like several lines of code.

42) thdwwm&mofwmmvﬂzmm&mﬁngfulsafegmﬁ,
the independent authoriser would need to have a compiehensive level of knowledge and
expertise to interpret queries which would not be immediately comprehensible, or else

5 . potentially take a cpnsiderable period of time and therefore have an impact on the pace
at which the work eould be delivered. '
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44)Hos&lecybetactorswilluseﬂleglobal mtemetlodtsgiﬂsetlmrndenhtyamilomﬁmy

making use of infrastructure Gmﬁd’mmprmmm,brﬁmm)mmdﬂm
“world (and increasingly being provided by “doud” services who themselves allocate
server space without regard to geography). It wonld not therefore be possible to apply
mywwﬁﬁmﬁc&nm&eda&ﬂmtmmmmﬁamﬁﬁm

EXAMPLE 7: RECRUITING AN AGENT (FROM THE OPERATIONAL CASE FOR BULX POWERS)

hmsasaiud‘mmwmmquhedwmhﬂinhﬁ\eid&ﬁtyéf&mkeymgd

mdﬁoesmhﬁsh&sebiégmghkxlﬁelaﬂaofﬂmmtmmyﬂage,,adehyh'

promedingsmuldlmvepmemedn successful approach.

 EXAMPLES: ISIL MBMBERSHIP LIST {FROM THE REPORT OF THE BULK POWERS REVIEW)

11 0f 12
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mmwm&.mmmmmwmmmmmmsm&ymm
had reported there to be 22,000 names.on the ISIL membership list but in most cases the
ﬁﬁomaﬁmwasmtquﬁidu&qudnyforsﬁwmkeapmiﬂveiﬂeﬂuﬁcaﬂm,wi&t
high confidence, ﬂmtewld_bemed.a;&\ebamforanhmﬂgaumTMmbePDs,m
mbmﬁnnwiﬂlopﬁlmmpmﬁn&mbhdsﬁmidmﬁfyhr&gpﬁghm.wi&
links to the UK or other partner states. . :

ﬁ)m%mponsemﬂmﬁmelmkwmmmmaaedhﬁ&mminmﬁsﬂe
and analyse the membership list. Mnlﬁplemdmmp&mﬂn&ofﬁﬂ)wﬂécaﬁied »
out by the team, working closely with colleagies in partner agencies in the UK and
wuseaaTomﬁIy,urmk&aoughamlydsofwhpﬂm;ﬂzﬂfﬂpenph(mdmﬂs
wereontheﬁst}couldbenouﬁadwouldhermumemmmmdmuldreqmm
additional, dispraportionate meastres. ‘

‘ Statement qf Tru

I believe that the facts stated in this witness statement are frue.

Dated: 2. Morsl, 1ot F
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